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22 Vigenère 
13 points 

Introduction 
A 16th century French diplomat, Blaise de Vigenère, created a very simple cipher that is moderately difficult 
to decipher. It is an improvement on the Caesar cipher to reduce the effectiveness of performing frequency 
analysis on the ciphered text. 
 
The Vigenère cipher uses a 26×26 table with A to Z as the row and column headings. This is known as the 
Vigenère table. The first row of this table contains the 26 letters in the English alphabet in order. Starting 
with the second row, each contains the letters in the same order shifted one position to the left one 
compared to the previous row in a cyclical manner. For example, when B is shifted to the first position on 
the second row, the letter A moves to the end of the row. 
 

 
 

Given this poly-alphabetical table the cipher uses a keyword for shifting the alphabet used to encode each 
character of the message. The first letter of the keyword indexes the row and the first letter of the message 
indexes the column (for which it serves as the heading). Then the second letter of the keyword is used for 
the second letter of the message. Once all the letters of the keyword have been used we go back to the 
beginning of the keyword. 
 
Example: Given the message to cipher “MAYTHECODEBEWITHYOU” with the keyword “LUCAS” the message 
ciphered is “XUATZPWQDWMYYILSSQU”. 
 
The deciphering process consists of  

1. picking a letter in the coded message (M) and its corresponding letter in the keyword(K) 
2. using the letter in the keyword (K) to determine the row 
3. searching that row for the column which contains the message letter (M); and finally 
4. identifying the letter at the head of that column which is the letter found in the original message. 
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Input 
The input is split in three lines in capital letters.  
The first line contains a single character: C for cipher or D for decipher. 
The second line contains the message to encrypt or decrypt.  
The third line contains the keyword. 

Output 
Print out the encoded (encrypted) message if the first line contains a C; the decoded message if the first 
line contains a D. 

Example 1 
 
Input  
C 
ILIKETOCRYPTMYMESSAGES 
HPCODEWARS 
 
Output 
PAKYHXKCIQWIOMPIOSRYLH 
 

Example 2 
 
Input 
D 
PIUTXRJYKGYTCRDGEPYWYTFAHWOAXW 
HPCODEWARS 
 
Output 
ITSFUNNYTOREADACIPHEREDMESSAGE 
 

 
  


